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Today’s computer, both in theory and practice are based on classical physics. They are limited by
locality and by the classical fact that systems can be in only one state at the time. However, modern
quantum physics tells us that the world behaves quite differently. A quantum system can be in a
superposition of many different states at the same time, and can exhibit interference effects during
the course of its evolution. Moreover, spatially separated quantum systems may be entangled with
each other and operations may have “non-local” effects because of this. Quantum computation is
the field that investigates the computational power and other properties of computers based on
quantum-mechanical principles with the apprehension that they might be able to solve some
complex problems more quickly. With initial formalisation of a quantum computer by Yuri Manin,
Richard Feynman, and Paul Benioff, complexity theory by Sanjeev Arora, it started gaining
momentum after the development of Deutsch and Jozsa algorithm, providing exponential speedup

over best known classical algorithm for the same problem. However, interest in the field increased
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tremendously after Peter Shor’s very surprising discovery of efficient quantum algorithms for the
problems of integer factorization and discrete logarithms. Since most of current classical
cryptography is based on the assumption that these two problems are computationally hard, the
ability to actually build and use a quantum computer would allow us to break most current classical
cryptographic systems, notably the RSA system. At the same time a quantum primitives of

cryptography was also proposed by Bennett and Brassard.

To what extent will quantum computers ever be built? At this point in time, it is just too early to
tell. The first small 2-qubit quantum computer was built in 1997 and in 2001 a 5-qubit quantum
computer was used to successfully factor the number 15. Since then, experimental progress on a
number of different technologies has been steady but slow. Currently, the largest quantum
computers have a few dozen qubits. The practical problems facing physical realizations of quantum
computers seem formidable. The problems of noise and decoherence have to some extent been
solved in theory by the discovery of quantum error-correcting codes and fault-tolerant computing
but these problems are by no means solved in practice. Moreover, while the difficulties facing the
implementation of a full quantum computer may seem daunting, more limited applications
involving quantum communication have already been implemented with some success, for

example teleportation.



